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ABSTRACT
Objective Securing protected health information is a critical responsibility of every healthcare organization. We explore information security practices and identify practice patterns that are associated with improved regulatory compliance.

Design We employed Ward’s cluster analysis using minimum variance based on the adoption of security practices. Variance between organizations was measured using dichotomous data indicating the presence or absence of each security practice. Using t tests, we identified the relationships between the clusters of security practices and their regulatory compliance.

Measurement We utilized the results from the Kroll/Healthcare Information and Management Systems Society telephone-based survey of 250 US healthcare organizations including adoption status of security practices, breach incidents, and perceived compliance levels on Health Information Technology for Economic and Clinical Health, Health Insurance Portability and Accountability Act, Red Flags rules, Centers for Medicare and Medicaid Services, and state laws governing patient information security.

Results Our analysis identified three clusters (which we call leaders, followers, and laggards) based on the variance of security practice patterns. The clusters have significant differences among non-technical practices rather than technical practices, and the highest level of compliance was associated with hospitals that employed a balanced approach between technical and non-technical practices (or between one-off and cultural practices).

Conclusions Hospitals in the highest level of compliance were significantly managing third parties’ breaches and training. Audit practices were important to those who scored in the middle of the pack on compliance. Our results provide security practice benchmarks for healthcare administrators and can help policy makers in developing strategic and practical guidelines for practice adoption.

INTRODUCTION
Growing concern over healthcare information security in the USA has led to increased regulation and changes in the required security practices needed to achieve compliance. However, some surveys by both industry groups and the US Department of Health and Human Services noted wide disparity both in security practices and in perceived compliance with federal (Health Information Technology for Economic and Clinical Health (HITECH)/Health Insurance Portability and Accountability Act (HIPAA)) and state regulations.1 2 It is not surprising that hospital practices vary, given the varying applications and interpretations of federal and state regulation. Low levels of perceived compliance thus indicate that managers are uncertain about their own practices and the required path to compliance.

Given the variety of technical and non-technical security practices that hospitals can implement, how do managers make strategic implementation choices? How are different sets of security practices associated with perceived regulatory compliance? Although recent research has paid attention to the organizational and sociotechnical aspects of security management,3 4 there is a dearth of empirical literature that considers the relationship between the configuration of security practices and compliance. This paper represents one effort at addressing this void in the informatics literature by providing a snapshot of security practices and perceived regulatory compliance.

We utilized data from the Kroll/Healthcare Information and Management Systems Society (HIMSS) telephone-based survey of 250 US healthcare organizations. (The Kroll/HIMSS survey was conducted in December 2009. Kroll is a corporate investigations and risk-consulting firm. HIMSS is the leading organization representing the health information management systems and services industry.) Security practice patterns were classified into groups using cluster analysis, and the relationships between the clusters and perceived regulatory compliance were analyzed using t tests. We found three clusters of security practices that are associated with different levels of perceived regulatory compliance. Although high practice adoption, across the board, was generally associated with high perceived compliance, our analysis revealed specific patterns of security practices and how the patterns are related to compliance. While audit practices were important to those who scored in the middle of the pack on compliance, hospitals in the highest level of compliance were significantly managing third parties’ breaches and training. As perceived regulatory compliance may not necessarily be correlated to actual security effectiveness, we also examined their relationship using the number of security breaches. Our results provide security practice benchmarks for healthcare administrators and can help policy makers in developing strategic and practical guidelines for practice adoption.

The remainder of this paper is organized as follows. The next section provides research background on security and compliance from previous literature. Then, we describe our data and the research methods followed by the results. The paper concludes with a discussion of our findings and their implications for practice and future research.
BACKGROUND

Security practices include management processes for detecting and mitigating information risks as well as the implementation of technical safeguards. Unfortunately, many healthcare organizations follow a reactive path of implementing technical stopgaps because information security has been considered to be largely a technical issue—indeed from the business of providing care. However, that view is beginning to shift towards a more holistic sociotechnical perspective on information security, emphasizing the importance of integrating technical solutions with organizational security culture, policies, and education. A sociotechnical perspective relies on many of the same underlying mechanisms as societal laws: providing knowledge (through education) of what constitutes acceptable and unacceptable conduct to increase the efficiency of an organization’s security activities.

Given the heterogeneity of security practices, researchers and practitioners have called for organizations to be more strategic in their approach to information security—yet it has not always been clear what such an approach looks like in practice. Organizations are faced with a dynamic information security environment characterized by constantly changing risks and legal compliance issues. Within this environment, healthcare organizations must develop a security strategy that ensures compliance as well as protecting patient information. Hospitals that achieve this objective will have a highly effective security environment characterized by constantly changing information security strategy. However, many have emphasized simple checklists of technical components rather than striving to deploy strategic solutions.

Therefore, this study attempts to provide better strategic implementation choices for hospitals by identifying the relationship between security practices and regulatory compliance.

RESEARCH METHODOLOGY

Data sources

We used data that were collected via a telephone survey conducted by Kroll/HIMSS. The purpose of the survey was to examine patient data security in US healthcare facilities. It was administered to 250 randomly selected US hospitals through interviews of managers who held privacy and security responsibilities. Only one respondent per organization was invited to participate in this survey. One hundred and thirteen respondents (45%) reported their title as a health information manager, 92 (37%) had between 100 and 299 beds; and 32 (13%) hospitals had 500 or more beds. By hospital type, 140 (56%) were general medical/surgical; 10 (4%) were academic medical centers; and the remaining (40%) included critical access, pediatric, or other specialty hospitals.

Of the 250 observations, 46 were dropped because of missing data (eg, no answer or a ‘don’t know’ option), and thus our final sample included 204 US hospitals. A statistical analysis of the 46 dropped surveys indicated no non-response bias (the 46 were not significantly different on any descriptive measure or on compliance with the five regulatory regimes).

Empirical analysis

We examined patterns of security practices and the relationship between the patterns and regulatory compliance. After categorizing security practices into those that involve safeguarding information, auditing, human resources (HR) management, and third-party security management, we classified healthcare organizations based on their security practices using cluster analysis, and identified the features of practice patterns for each cluster. We further investigated the relationships between the clusters and their regulatory compliance using t tests. The reliability and validities of the compliance construct and clusters were examined using factor analysis, discriminant analysis, and three statistical criteria (CCC, Pseudo-F, and Pseudo-T²). Figure 1 provides an overview of our analysis.

First, security practices were divided into four types (ie, safeguarding, auditing, HR management, and third-party security management) to interpret our results better. We assessed the correlations between all security practices. Although a few practices were somewhat correlated within a type as shown in table 2 (cluster analysis makes no assumption about correlations), each practice provides its own unique protection features. We thus employed all security practices as one-item constructs to cluster healthcare organizations according to their adoption patterns.

In various contexts, such as psychological testing and marketing, clustering has been found to be a useful means for exploring datasets and identifying underlying groups among individuals. In this study, we employed clustering to examine groups of association among security practices. To derive distinct and meaningful configurations from the adopted security practices, we carried out a hierarchical cluster analysis using Ward’s minimum variance method, which calculates variance between hospitals using dichotomous data indicating the presence or absence of security practices. The details of Ward’s clustering are provided in supplementary appendix C (available online only).

With the result from clustering, we then examined three statistical criteria in order to ensure the reliability of the appropriate number of clusters: cubic clustering criterion, pseudo-F, and pseudo-T². Local peaks of the cubic clustering criterion and pseudo-F combined with a small value of the pseudo-T² (11.6) led us to conclude that the most appropriate number of clusters was three. In addition, a large pseudo-T² (189) of the next cluster solution at four suggests that a good solution occurred immediately at 3. Supplementary appendix D (available online only) provides more information and graphs about these criteria.
We further tested the validity of the clusters using discriminant analysis, which is often used to verify the results of cluster analysis. The analysis runs the data back through the minimum-variance method as a discriminant function to see how accurately hospitals are classified. The results from our analysis indicated high levels of classification accuracy (95.88%, 80.52%, and 93.33% for clusters 1, 2, and 3, respectively). Supplementary appendix E (available online only) provides details of this analysis.

RESULTS
Clusters of security practices (Ward’s clustering)

Through Ward’s clustering, three statistical criteria and discriminant analysis, we found that the hospitals’ security practice adoption patterns could be classified into three clusters. As shown in table 3, cluster 1 (which we call the security leaders), have the highest levels of security-practice adoption: cluster 2 (close followers) have the second highest level, and cluster 3 (laggers) have the lowest level. The security leaders in cluster 1 and the close followers in cluster 2 consist primarily of general medical organizations, 60% and 57%, respectively, followed by critical access and academic institutes. On the other hand, the laggers in cluster 3 consist of critical access (68%) and general medical organizations (55%), with no academic institutes. In terms of size, the laggers (1.53) are significantly smaller than the security leaders (1.67) and followers (1.69). This may imply that the laggers’ low adoption is attributed to the limited budgets of relatively small hospitals.

Figure 2 visually describes the clusters using the mean values of the security practices provided in table 3. It reveals interesting patterns of security practices. The security leaders in cluster 1 show high adoption across all practices while the others have big gaps. First, note that the adoption of technical solutions for safeguarding information is not significantly different (from 0.93 to 0.99) among three clusters. IT audit applications also have smaller differences (0.80 to 0.99), with the notable exception of non-technical audit practices (from 0.13 to 1.00). However, the figure shows that there was wide variation in the adoption of non-technical practices such as policies and procedures. For instance, the adoption of accessing and sharing policies ranges from 0.53 to 0.94, and the adoption of shared data audits ranges from 0.13 to 0.90.

Second, we can see that hospitals gave more weight to safeguarding information than to performing regular audits. All three clusters have higher mean values for safeguarding (0.98, 0.94, and 0.77 for the security leaders, followers and laggers, respectively) than auditing (0.95, 0.85, and 0.41). Furthermore, the SD for safeguarding information are smaller than for auditing (0.09, 0.22, and 0.39 vs 0.18, 0.34, and 0.45). This indicates that the adoption of safeguarding practices has fewer differences among hospitals than that of audit practices (for all clusters).
Third, in terms of HR management, most of the hospitals have adopted one-off practices such as background checking in hiring (0.99, 0.96, and 0.95). On the other hand, their adoption of cultural practices such as continuous monitoring (0.96, 0.84, and 0.74) and employee education (0.97, 0.86, and 0.50) varies.

Finally, healthcare organizations often share patient information with other external organizations, as patients move between local clinics, tertiary care centers, long-term rehabilitation centers, etc. Some non-compliance or data breaches result from loss or negligence by third parties. Therefore, we examine how a covered organization manages third-party security practices and which practices are related to its perceived compliance. From the results, we see big differences between the three clusters for third-party security management—the followers (cluster 2) and lagger (cluster 3) depended more on agreements signed by third parties than on persistently auditing breach management or training at third parties. While 97% of the lagger practices simply depend on third-party agreements, only 20% ensured third parties’ training programmes and 40% ensured their breach management. On the other hand, 96% of the security leaders (cluster 1) ensured training programmes at third parties and more than 99% ensured other third-party practices.

**Security practices and regulatory compliance**

Before examining the relationships between the clusters and regulatory compliance via t tests, we tested the reliability of regulatory compliance. In this study, we modeled regulatory compliance as an outcome variable. Compliance was self-reported by the respondents who were involved with the policies relating to the security of patient data in their organizations. In order to ensure the reliabilities of their evaluations, we conducted factor analysis to acquire ‘overall compliance’, a 5-item compliance measure from five regulations. The Cronbach’s $\alpha$ of the 5-item compliance measure is 0.75, which is above the general threshold of 0.700 (see table 3).

Next, we investigated (with t tests) the relationship between three clusters and regulatory compliance. The comparisons allowed us to test the association between security practices and perceived regulatory compliance. The results from overall compliance and individual regulations show very similar patterns (table 3). Figure 3 illustrates how the types of security practices vary with regulatory compliance. The graphs indicate that the effects of security practices are not uniform across the clusters as well as the four types of security practices.

First, the adoption levels within safeguarding (0.77–0.98) and HR practices (0.72–0.97) are not significantly distinguished among the security leaders, followers and lagger (see table 3) for regulatory compliance. This indicates that the followers and lagger already reached solid adoption levels within safeguarding and HR practices.

On the other hand, the adoption levels within auditing (0.41–0.95) and third-party practices (0.49–0.99) are widely dispersed across the three clusters. While the auditing distance between the security leaders in cluster 1 and the followers in cluster 2 is close, the lagger in cluster 3 significantly fell below the followers, as shown in table 3. In particular, regular audit policies and procedures have significantly larger differences than IT audit applications. That implies that the lagger should focus their efforts on developing auditing policies and procedures.

Finally, the followers were less likely to adopt third-party practices than the security leaders (although their adoption levels were a little higher than those of the lagger). Note that regulatory compliance (HITECH, HIPAA, and state) and third-party security management (breach practices and training) are significantly correlated (table 2), whereas third-party agreements show very low correlation. We can thus conclude that third parties’ breach management and training play a key role for covered entities’ perceived regulatory compliance (rather than third-party agreements), and furthermore those adoption levels differentiate the security leaders from the others.

Although perceived regulatory compliance is an important measure, compliance does not guarantee security performance. In fact, we found no correlation between compliance on individual measures (or our composite measure) and breach performance (see supplementary appendix E; available online only). Next, we tested the relationship between the clusters and security breaches that occurred in the past 12 months (focusing on leaders and followers because their sizes and types are similar while the lagger cluster only had 30 hospitals and their sizes and types are significantly different from the other two clusters—see table 3). t Tests between the leaders and followers showed that wider adoption of security practices is significantly associated with fewer security breaches ($-0.58$ at $p<0.1$). This implies that security performance such as preventing security breaches is not directly related to perceived regulatory compliance, but related to hospitals’ security practice patterns. Supplementary appendix F (available online only) shows security breach descriptive statistics, correlations, and the results from t tests.

**DISCUSSION**

We draw several implications from the findings. First, our results imply that hospitals were trying to balance practice adoption within the four types of security practices (i.e., safeguarding, auditing, HR management, and third-party security management). For example, the lagger in cluster 3 had widely adopted at least one security practice in each type (i.e., third-party agreement (0.97), technical IT safeguarding measures (0.95), hiring practices (0.93), and IT audit applications (0.80)). These four representatives are ranked first to fourth within cluster 3,
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<td>0.07</td>
<td>0.02</td>
<td>0.02</td>
<td>0.27</td>
<td>0.23</td>
<td>0.26</td>
<td>0.44</td>
<td>0.29</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td>(21) State</td>
<td>0.06</td>
<td>0.16</td>
<td>0.16</td>
<td>0.12</td>
<td>0.14</td>
<td>0.16</td>
<td>0.20</td>
<td>0.22</td>
<td>0.26</td>
<td>0.16</td>
<td>0.26</td>
<td>0.08</td>
<td>0.01</td>
<td>−0.02</td>
<td>0.24</td>
<td>0.26</td>
<td>0.33</td>
<td>0.39</td>
<td>0.34</td>
<td>0.57</td>
<td>1</td>
</tr>
<tr>
<td>(22) CMS</td>
<td>0.08</td>
<td>0.07</td>
<td>0.11</td>
<td>0.13</td>
<td>0.22</td>
<td>0.11</td>
<td>0.13</td>
<td>0.22</td>
<td>0.36</td>
<td>0.28</td>
<td>0.25</td>
<td>0.15</td>
<td>−0.06</td>
<td>0.02</td>
<td>0.21</td>
<td>0.24</td>
<td>0.30</td>
<td>0.45</td>
<td>0.35</td>
<td>0.45</td>
<td>0.55</td>
</tr>
</tbody>
</table>

Note: Values in bold represent statistically significant p value at 0.05.

CMS, Centers for Medicare and Medicaid Services; HIPAA, Health Insurance Portability and Accountability Act; HITECH, Health Information Technology for Economic and Clinical Health; HR, human resources; Red, Red Flags rules.
Third-party security management

HR management

Organizational information

and the adoption levels of the first three are not significantly different from those of the security leaders in cluster 1. The followers in cluster 2 showed higher levels for practices that were very low for the laggars, while maintaining the laggars’ top four practices. Finally, the security leaders in cluster 1 had highly adopted all security practices in a balanced way. This seems to indicate that hospitals tried first to ensure coverage for major security type by adopting at least one practice, rather than comprehensively adopting practices within any single type. This may indicate that the current regulatory environment pushes hospitals towards a ‘cover the bases’ approach rather than deep adoption within any particular security type.

Second, hospitals probably put the highest priority on adopting technical safeguarding solutions (ie, firewalls, encrypted e-mails, network monitoring, intrusion detection, etc.) rather than security management processes. Similarly, in terms of auditing, they more frequently adopted IT applications to support audit functions than developing audit procedures. Despite the hospitals’ high adoption of technical solutions, their reported compliance levels varied. This compliance variation seems to be associated with the adoption levels of policies and procedures, suggesting that deploying non-technical solutions with technical solutions is important for improved regulatory compliance.

Third, hospitals with lower compliance preferred one-off practices such as hiring practices (eg, background checking) or third-party agreements to cultural practices such as education and procedures, suggesting that deploying non-technical solutions with technical solutions is important for improved regulatory compliance.
would be more difficult, because it requires all employees and organization partners to be involved in developing a mature security culture. As shown in table 2, the level of regulatory compliance is more closely associated with cultural practices than one-off third-party agreements.

Finally, security practices have different effects on compliance levels. Our results indicate that the laggards in cluster 3 should focus on auditing solutions to reach the middle of the pack on compliance, while ensuring third parties’ breach management and training are important to reach the highest level of compliance.

Regarding the levels of hospitals’ compliance and security practices adoption, policy makers should provide guidelines that balance adoption between technical and non-technical solutions and between one-off versus cultural tasks.

Limitations
Although this study sheds light on security practices and compliance, it is important to acknowledge the limitations. The survey data were self-reported by IT managers including IT executives, chief security officers, health information management directors, compliance officers and privacy officers in each participating organization. Therefore, our results are based on managerial perceptions of security practices and regulatory compliance. In addition, our data do not include information about hospitals’ location (to ensure anonymity). Therefore, our state compliance data are interpreted as the administrators’ evaluation with reference to their respective state security requirements.
CONCLUSIONS
We examined the adoption of security practices, with the goal of identifying dominant configurations, and their relationship to perceived regulatory compliance. Using survey data that provided the status of adopted security practices, we clustered 204 hospitals into three clusters. The clusters were based on practice similarities and associated compliance levels. While hospitals across all three clusters widely adopted technical practices, we found significant differences among non-technical practices. Furthermore, we demonstrated that audit practices play a critical role in the improved compliance we observed for the followers, while third parties’ breach management and training were important to reach the highest levels of compliance found among the leaders.
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